Приложение 2

к Договору присоединения на обслуживание

в системе «Onlinebank HALYK»

**ЗАЯВЛЕНИЕ НА ПОДКЛЮЧЕНИЕ ПОЛЬЗОВАТЕЛЯ К СИСТЕМЕ**

**Наименование Клиента:** \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**БИН/ИИН:** \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_*\_\_\_\_\_\_\_\_\_\_*

**ВЫПУСК** **ПЕРЕВЫПУСК[[1]](#footnote-1)**

***Просим предоставить доступ к Системе*** ***Onlinebank и изготовить криптографические ключи и регистрационное свидетельство открытого криптографического ключа для пользователя:***

|  |  |
| --- | --- |
| Уполномоченное лицо(*указывается на латинице для нерезидентов*) | Фамилия\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_Имя\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_Отчество (при наличии) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| Документ, удостоверяющий личность | вид документа: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_номер: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ серия: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_орган, выдавший документ: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_дата выдачи: «\_\_\_\_» \_\_\_\_\_\_\_20\_\_\_г. срок действия: «\_\_\_\_» \_\_\_\_\_\_\_20\_\_г.ИИН: (при наличии)\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| Контактные данные |

|  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **+7** |  |  |  |  |  |  |  |  |  |  |

Доверенный номер[[2]](#footnote-2):Email: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| Выбор способа аутентификации и Ключевого носителя для версии Business  | *Выберите Ключевой носитель:* Java Token Смарт-карта | *Выберите Способ динамической аутентификации:*Устройство eToken PASSOnline-аутентификатор |
| Право подписи |   без права подписи право \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ подписи[[3]](#footnote-3) |
| Реквизиты доверенности |  |

|  |
| --- |
| Настоящим Клиент заверяет Банк, что лицо, которому в соответствии с заявлением Клиент предоставляет право подписи с использованием ЭЦП, имеет в выданной ему Клиентом доверенности необходимые полномочия для совершения операций, действий, подписания документов, включая документы для совершения между Клиентом и Банком сделок, с использованием электронной цифровой подписи.Настоящим Клиент гарантирует Банку, что по первому требованию Банка и в срок, указанный Банком, в зависимости от необходимости, определяемой самостоятельно Банком, предоставит Банку, в том числе через указанное выше лицо, любые из указанных выше документов (доверенность, решение, разрешение, согласие, одобрение, уведомление). Настоящим Клиент безусловно соглашается, что в случае невозможности представления им самим и/или указанным выше лицом затребованных Банком документов, включая доверенность, и/или в случае совершения указанным выше лицом с Банком сделки без доверенности, без соответствующих полномочий в доверенности, совершение Клиентом, включая указанное выше лицо, действий по осуществлению любого из прав, исполнению любой из обязанностей, предусмотренных сделкой, принятие Клиентом от Банка и/или Банком от Клиента какого-либо исполнения по сделке, исполнение в рамках сделки Клиентом и/или Банком любого из требований Банка, Клиента, соответственно, будет считаться, что совершенная указанным выше лицом с Банком сделка считается одобренной Клиентом согласно статье 165 Гражданского кодекса Республики Казахстан и действительной для Клиента с момента ее совершения без необходимости представления Клиентом отдельного документа об одобрении сделки.Клиент выражает согласие, что уполномоченное лицо, которому в соответствии с данным заявлением предоставлено право подписи с использованием ЭЦП и/или одним из способов динамической аутентификации, может совершать операции, действия, подписывать документы, в том числе для совершения сделок, с использованием регистрационного свидетельства физического лица – облачной ЭЦП.  |
| Области использования регистрационного свидетельства (объектные идентификаторы, определяющие отношения, при которых электронный документ с электронной цифровой подписью будет иметь юридическое значение):1. Цифровая подпись
2. Неотрекаемость
 |

|  |  |
| --- | --- |
| Срок действия регистрационного свидетельства | 1 (один) год |

**Необходим картридер в количестве \_\_\_\_\_\_ шт.**

|  |  |  |  |
| --- | --- | --- | --- |
| Первая подпись *Первый руководитель* | Должность \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_Ф.И.О. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | Подпись | Печать при наличии |
| Вторая подпись *Главный бухгалтер* | Должность \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_Ф.И.О. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | Подпись |
| Дата заполнения заявления | «\_\_\_\_\_\_\_» \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ 20\_\_\_\_\_\_\_ г.*День Месяц Год* |

|  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Данные о средствах электронной цифровой подписи, используемых для создания соответствующего закрытого ключа электронной цифровой подписи, и обозначение стандарта алгоритма электронной цифровой подписи: “TУМАР-CSP”; ГОСТ 34.310-2004.**Отметки Банка**

|  |  |
| --- | --- |
| Номер устройства eToken PASS[[4]](#footnote-4)  |  |
| Номер контракта, к которому подключается пользователь[[5]](#footnote-5) |  |
| Заявление принял*Работник Банка* | Ф.И.О. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Подпись \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| Наименование филиала |  |
| Руководитель  | Ф.И.О. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Подпись \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |

 |  |  |

1. При перевыпуске регистрационного свидетельства действующий ключ будет аннулирован и выпущен новый ключ. [↑](#footnote-ref-1)
2. Поле «Доверенный номер» обязательно для заполнения, оно используется для SMS-аутентификации, SMS-информирования и получения OTP-пароля. [↑](#footnote-ref-2)
3. Возможно указание от 1 до 3 уровней подписания документов. [↑](#footnote-ref-3)
4. Заполняется работником Банка при выдаче Клиенту устройства eTokenPASS. [↑](#footnote-ref-4)
5. Указывается в случае наличия у Клиента нескольких контрактов. [↑](#footnote-ref-5)